// Register Identity services

builder.Services.AddIdentityCore<IdentityUser>()

.AddRoles<IdentityRole>() // Add roles support

.AddTokenProvider<DataProtectorTokenProvider<IdentityUser>>("NZWalksAuth")

.AddEntityFrameworkStores<NZWalksAuthDbContext>()

.AddDefaultTokenProviders();

// Configure Identity options

builder.Services.Configure<IdentityOptions>(options =>

{

// Password settings

options.Password.RequireDigit = false;

options.Password.RequireLowercase = false;

options.Password.RequireNonAlphanumeric = false;

options.Password.RequireUppercase = false;

options.Password.RequiredLength = 6;

options.Password.RequiredUniqueChars = 1;

});

Auto generated

// Configure Identity options

builder.Services.Configure<IdentityOptions>(options =>

{

// Password settings

options.Password.RequireDigit = true;

options.Password.RequiredLength = 6;

options.Password.RequireLowercase = true;

options.Password.RequireNonAlphanumeric = false;

options.Password.RequireUppercase = true;

// Lockout settings

options.Lockout.DefaultLockoutTimeSpan = TimeSpan.FromMinutes(5);

options.Lockout.MaxFailedAccessAttempts = 5;

// User settings

options.User.RequireUniqueEmail = true;

});